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routine continues to meet the min-
imum requirements of this part. 

(c) A licensee, certificate holder, or 
other person must update its NRC fa-
cility clearance every five years either 
by submitting a complete Standard 
Practice Procedures Plan or a certifi-
cation that the existing plan is fully 
current to the Division of Security Op-
erations. 

[64 FR 15650, Apr. 1, 1999, as amended at 68 
FR 41222, July 11, 2003; 68 FR 58823, Oct. 10, 
2003; 72 FR 49562, Aug. 28, 2007; 74 FR 62685, 
Dec. 1, 2009] 

§ 95.20 Grant, denial or termination of 
facility clearance. 

The Division of Security Operations 
shall provide notification in writing (or 
orally with written confirmation) to 
the licensee, certificate holder, or 
other person of the Commission’s 
grant, acceptance of another agency’s 
facility clearance, denial, or termi-
nation of facility clearance. This infor-
mation must also be furnished to rep-
resentatives of the NRC, NRC contrac-
tors, licensees, certificate holders, or 
other person, or other Federal agencies 
having a need to transmit classified in-
formation to the licensees or other per-
son. 

[72 FR 49562, Aug. 28, 2007, as amended at 74 
FR 62685, Dec. 1, 2009] 

§ 95.21 Withdrawal of requests for fa-
cility security clearance. 

When a request for facility clearance 
is to be withdrawn or canceled, the re-
quester shall notify the NRC Division 
of Security Operations in the most ex-
peditious manner so that processing for 
this approval may be terminated. The 
notification must identify the full 
name of the individual requesting dis-
continuance, his or her position with 
the facility, and the full identification 
of the facility. The requestor shall con-
firm the telephone notification 
promptly in writing. 

[64 FR 15651, Apr. 1, 1999, as amended at 68 
FR 41222, July 11, 2003; 74 FR 62685, Dec. 1, 
2009] 

§ 95.23 Termination of facility clear-
ance. 

(a) Facility clearance will be termi-
nated when— 

(1) There is no longer a need to use, 
process, store, reproduce, transmit, 
transport or handle classified matter 
at the facility; or 

(2) The Commission makes a deter-
mination that continued facility clear-
ance is not in the interest of national 
security. 

(b) When facility clearance is termi-
nated, the licensee, certificate holder, 
or other person will be notified in writ-
ing of the determination and the proce-
dures outlined in § 95.53 apply. 

[62 FR 17692, Apr. 11, 1997, as amended at 72 
FR 49562, Aug. 28, 2007] 

§ 95.25 Protection of National Security 
Information and Restricted Data in 
storage. 

(a) Secret matter, while unattended 
or not in actual use, must be stored 
in— 

(1) A safe, steel file cabinet, or safe- 
type steel file container that has an 
automatic unit locking mechanism. All 
such receptacles will be accorded sup-
plemental protection during non-work-
ing hours; or 

(2) Any steel file cabinet that has 
four sides and a top and bottom (all 
permanently attached by welding, riv-
ets, or peened bolts so the contents 
cannot be removed without leaving 
visible evidence of entry) and is se-
cured by a rigid metal lock bar and an 
approved key operated or combination 
padlock. The keepers of the rigid metal 
lock bar must be secured to the cabinet 
by welding, rivets, or bolts, so they 
cannot be removed and replaced with-
out leaving evidence of the entry. The 
drawers of the container must be held 
securely so their contents cannot be re-
moved without forcing open the draw-
er. This type of cabinet will be ac-
corded supplemental protection during 
non-working hours. 

(b) Confidential matter while unat-
tended or not in use must be stored in 
the same manner as SECRET matter 
except that no supplemental protection 
is required. 

(c) Classified lock combinations. (1) A 
minimum number of authorized per-
sons may know the combinations to 
authorized storage containers. Secu-
rity containers, vaults, cabinets, and 
other authorized storage containers 
must be kept locked when not under 
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